The Way Forward:
The Financial Sector Addresses the 2018 Implementation of FinCEN’s CDD Final Rule
Introduction

On June 19, 2017, approximately 100 BSA/AML compliance professionals from the financial community attended ACAMS’ day-long conference, “Mastering the CDD Final Rule—A Roadmap to Successful Implementation.” Held in Washington, D.C., attendees represented financial institutions from across the country, ranging in size from community organizations to multi-national banks. The focus of the meeting was FinCEN’s Customer Due Diligence (CDD) Requirements for Financial Institutions, published on May 11, 2016 and commonly referred to as the CDD Final Rule. The rule must be implemented by May 2018 and is intended to strengthen and clarify CDD requirements for covered financial institutions.

The bulk of the event involved roundtable-style working groups of roughly 10 members, each led by a facilitator. To foster an open dialogue, the meeting was restricted to active AML specialists who work for financial institutions; no regulators or law enforcement personnel were present. (In addition, no attendee names appear in this paper.)

This report summarizes, by subject matter, the groups’ wide-ranging discussions about issues they face in implementing the CDD Final Rule. Among the topics explored were what the rule actually requires of financial institutions; navigating potential regulatory gray areas; and fashioning action plans to operationalize the rule by the May 11, 2018 deadline. Practical issues such as staffing needs, technological support and the potential impact on customer relations were also debated.

These discussions—and this paper—should not be construed as regulatory guidance or legal advice. Nor should the ideas presented be necessarily seen as a “best practices” template applicable to any or all financial institutions.

Rather, this report is intended to simply share collective insights drawn from the day’s discussions. We offer them in the hope it may benefit ACAMS members as they implement this transformative rule.

The 25% Solution: Setting Beneficial Ownership Collection Thresholds

The CDD Final Rule defines two prongs for which beneficial ownership information is collected: the ownership prong and the control prong. The control prong must identify at least one individual with significant managerial control of the entity. The beneficial ownership prong requires documenting individuals who, directly or indirectly, own 25% or more equity in a legal entity customer.

Attendee discussions largely focused on operationalizing the 25% beneficial ownership requirement while maintaining a positive customer experience, and possibly adopting stricter standards depending on risk profiles.

As examples, some attendees currently collect beneficial ownership information on all 25%+ owners, regardless of risk. Others make a risk-based decision on whether to obtain that information. Other banks currently do not collect this information.

Attendees articulated a wide variety of formulas and thresholds for collecting beneficial ownership
information, currently and in the future. Some use a 15% or 10% threshold with high-risk clients. Some use a 10% threshold regardless of risk rating. One institution intends to adopt a 5% threshold for high-risk clients once the rule is implemented.

Some attendees expressed concern of a potential competitive advantage that banks with a 25% threshold might hold over banks demanding greater scrutiny. That is, a client might forgo a bank with a 10% threshold over the less intrusive 25%.

There was also discussion as to whether institutions may attract regulatory attention and/or criticism if, for instance, it applies a 25% in all cases, or creates a staggered set of thresholds below 25%. The concern is that risk criteria for adopting lower thresholds could themselves be scrutinized or second-guessed.

Other attendees felt institutions with thresholds under 25% could create a de facto standard, leading examiners to view 25% as comparatively lax. Some attendees expressed frustration that examination guidance isn’t yet published. What became clear throughout this dialogue is that some FI’s are already being told by examiners to go below 25%, a position contrary to all public comments on the rule from the government.

Takeaways

• While the 25% threshold is in fact already widely observed, institutions are still grappling with criteria for collecting beneficial ownership at lower thresholds

• There is concern that collecting information on owners of less than 25% could diminish the customer experience and lead clients to exit an institution

• There was broad support for examination guidance to be published sooner, rather than just before the guidance is mandatory. As most expected to roll out new systems in the first quarter of 2018, much training is needed and the timeframe is imminent

Trigger Warnings: Managing Event-Based Account Reviews

The CDD Final Rule states that ongoing monitoring shall be conducted to identify and report suspicious transactions and, on a risk basis, to maintain and update customer information, including beneficial ownership. The updates would be in response to what are commonly called “trigger events.” An example would be significant and unexplained changes in customer activity.

Attendees said properly responding to trigger events is a priority, but there was concern about burdensome volumes of them. Most institutions already have trigger events. The question is whether the rule could significantly increase the number of trigger events, straining management and monitoring resources.

There was some debate on how to define trigger events, as well as regulatory expectations regarding refreshment of beneficial ownership information. As examples, some institutions limit triggering primarily to new account opening. But gray areas remain. For instance, if a client adds a product or service, is that tantamount to opening a new account, and thus a trigger event, under the rule?

Others said it is important to differentiate refreshing data and updating risk profiles. A reasonable belief ownership has changed might trigger a beneficial ownership review. A change in transactional activity, however, might be incorporated into an existing risk rating, though perhaps not require refreshing beneficial ownership.

Another issue concerned standardizing responses to trigger events. An example would be a suspicious activity report (SAR), which may or may not trigger a beneficial ownership review, depending on why it was filed.

There were multiple perspectives on managing periodic reviews, particularly on how frequently to conduct them. With many institutions, review frequency is tied to factors such as risk profile. One attendee’s institution requires a regular know your customer (KYC) refresh for high-risk clients regardless of whether a trigger event occurs.
Getting On Board: The CDD Final Rule’s Impact on Account Opening Practices

The CDD Final Rule is not retroactive. It applies to accounts opened after the May 2018 deadline. Covered financial institutions will be required to obtain, verify and record beneficial owners of legal entity customers.

However, some attendees are grappling with new-account regulatory framework.

One issue is the explicit requirement to maintain risk-based procedures to understand the nature and purpose of an account. Standardizing systems for determining this could be difficult, given the innumerable purposes for accounts. Some institutions plan to offer a drop-down menu of account description options, such as payroll, operations, etc. Others may ask clients for their North American Industry Classification System (NAICS) code, used by federal statistical agencies to classify business establishments.

Some said defining a new account may prove problematic. For instance, should a second account opened by an existing client be treated as new—and therefore require beneficial ownership collection? If a client adds a product or service, does this constitute a new account? Another issue is whether relying on previously collected information is acceptable. Some felt it was acceptable to rely on existing information if the beneficial owner or controlling person had an existing account. Others disagreed.

There was a similar divergence of views about account opening processes. Many attendees would not open accounts without determining beneficial ownership. Others, however, said they would consider a risk-based decision to permit opening an account, premised on there being a firm deadline—typically 30 to 60 days—for determining beneficial ownership.

(NOTE: Guidance received from the Department of the Treasury, Financial Crimes Enforcement Network, dated 5/11/16 in the Federal Register, states: ‘Because the risk-based verification procedures must contain the same elements as required by the applicable CIP rule to verify the identity of individual customers, verification must be completed within a reasonable time after the account is opened.’ Therefore, if under the written CIP rules at several financial institutions, a 30-day window (or other) may incorporate this requirement and permit account opening, and general transactions.)

Several group discussions centered on when, precisely, an account is considered open. With loans, for example, the issue might hinge on when it is approved versus when the funds are released. For business accounts, the question might be on when the account is created versus when deposits are first made.

Attendees also discussed establishing risk-based procedures to verify the identity of each beneficial owner “to the extent reasonable and practicable.” There were split opinions on what that will mean in practice. One attendee’s institution plans to verify by phone. The employees will attest they obtained the information, which the institution will consider a verification document.

Takeaways

• Trigger events resulting from ongoing monitoring can help ensure beneficial ownership information is current, but institutions are concerned about an overabundance of them
• Attendees felt not all trigger events require refreshing beneficial ownership information but, rather, may be cause to investigate whether a risk profile should be updated
• Institutions should develop written policies and procedures for event-triggered updating, train bank personnel on them, and ensure staffing is sufficient to meet the demand
A Heartbeat Away? Drilling Down, Certification and Appendix A

The CDD Final Rule will impact onboarding, but some attendees were unclear on how the new rule might affect client screening.

Virtually all attendees routinely conduct OFAC screening on beneficial owners, and that will continue under the new rule.

However, many do not routinely perform 314(a) screenings and attendees split on whether they would do so once the new rule takes effect. (Some said 314(a) screenings might take place in other contexts, such as part of risk-based reviews.)

Attendees expressed confusion about what the regulation requires in terms of reporting a 314(a) match with a beneficial owner.

At many tables, there were discussions of “drilling down” in cases where beneficial ownership could not be readily identified. Most attendees said they intend “to drill down to a heartbeat.” However, some acknowledged that this could prove difficult in practice.

There was divergence among attendees on whether, and to what extent, banks could rely on representations made by the person opening the account, or whether they will be expected to investigate to find a “beating heart.”

Others said drilling down efforts must be supported institutionally with formalized escalation processes. One approach might be to work in conjunction with existing AML steering committees, and institutions might consider creating a separate beneficial ownership escalation committee. Again, staffing is a realistic concern.

Views diverged on whether to collect information on intermediary entities while drilling down to natural persons. Some said yes, others no, and others said only with high-risk clients. A key component of drilling down is documenting investigative steps taken.

Views were mixed on whether to use the certification form attached to the rule’s Appendix A. Some institutions will utilize it and others will create something in-house. Some FI’s will ask the person opening the account to fill in Appendix A; others will complete it and ask the customer to certify the information. Some attendees are considering added information such as citizenship and possible PEP connections.

Takeaways

• There is widespread agreement that principles of beneficial ownership collection for new accounts be documented in policies and procedures, but views differ on operational fine points such as relying on previously collected client information

• Approaches vary on opening accounts without full ownership identification and verification, with some financial institutions (FIs) allowing a window to subsequently collect the information

• Many attendees felt the definition of a new account can be a gray area, such as existing clients who open multiple accounts in the regular course of business.

Takeaways

• OFAC screening is regularly conducted on beneficial owners, but 314(a) scans are less frequent, and there is some confusion about reporting 314(a) matches

• Institutions plan to drill down to “a beating heart” but some are uncertain how much they may rely on representations of the person opening the account and if/when they must investigate independently

• Appendix A will often be used, and sometimes integrated into internal systems, although others plan to create their own disclosure forms in-house
Tech Tools: Developing IT to Address New Systemic Needs

The CDD Final Rule creates new challenges in terms of technology and data management, which many attendees said are unresolved.

There was widespread agreement that vendors are generally not yet providing products tailored for the CDD Final Rule. While most attendees have automated processes to assist compliance workflow, they are still evaluating whether these systems can be adapted to ensure beneficial ownership information flows through filters such as screening for currency transaction reporting (CTR) aggregations and sanctions risks.

Several attendees are in the process of engaging with vendors, to jointly develop systems, timetables and budgets. But several said vendors do not seem to have a firm grasp of the rule and its requirements. The ultimate liability falls with the FI, so proper and intensive due diligence is a must. If you disagree with your vendor, you may have to ask them to change their process or handle the issue in another manner.

Many believe the process should begin with a gap analysis, to determine the performance of current systems versus the desired performance after the rule is implemented. This gap analysis, they said, will enable them to craft systems to better serve their needs, and identify expected costs and hiring needs.

There were varied approaches to how beneficial ownership data will be stored. For smaller institutions, it will often conform to current document management systems. However, as institutions increase in size, there was a greater likelihood of creating an internal data warehouse dedicated to beneficial ownership information. Some said managing that data may require revisiting policies on client privacy protection.

Takeaways

- Technology is crucial to successfully implementing the CDD Final Rule, but many vendors are not yet offering products specifically tailored to this regulation
- Institutions should consider conducting a gap analysis to identify the rule’s expected impact on workflows and pinpoint expected costs such as staffing needs
- Data management plans include using existing document handling systems and dedicated internal warehouses, and client privacy protections are a concern.

Spread the Word: Conducting Training from the Front Line to the C-Suite

Attendees said one of their top challenges is generating awareness of the CDD Final Rule internally and incorporating it into the existing culture of compliance.

There was a consensus that buy-in by senior management is vital. This support should include funding for IT and staffing (see above.) Equally important, senior management must clearly signal that the rule is an enterprise-wide responsibility.

Many attendees have formed—or plan to form—implementation teams, comprising various internal constituencies and relevant third parties such as vendors. The goal, as one attendee put it, is to “socialize” the rule, or build broad awareness of it.

Some implementation teams might develop a decision tree, with clearly defined responsibilities and deadlines for each team member.

Effective staff training, attendees said, requires assessing the rule’s impacts on specific lines of business (LOBs) because the impact will vary among units. This will allow for tailored training that addresses discrete risks of each LOB. Attendees plan to use computer-based training as well as targeted in-person sessions, particularly for senior management.

For front-line staff, most attendees plan a “train the trainer” approach, or training team leaders who then school fellow staffers.

One potential hurdle is that few standardized training materials are available at present. Some attendees plan to develop such materials internally; others may look for third-party instructors to ensure training deadlines are met.
A number of attendees said training for front-line workers should include explaining the rule itself and defining its obligations. Staff will also be trained to handle situations where information is either incomplete or inaccurate.

Many institutions will utilize scenario training, which simulates real-life cases and provides appropriate responses. As one attendee put it, however, there are almost certainly unknown scenarios that will arise post-implementation.

There was discussion, though no consensus, on whether to incentivize employees by methods such as making CDD Final Rule compliance a component of performance reviews, though some plan to reference the rule in job descriptions.

Due to the newness of the rule for both institutions and examiners, some attendees plan to regularly document and discuss their strategies with examiners. They will outline the steps they are taking, and the anticipated benefits. This documentation should enhance project analysis during implementation and potentially reveal systemic weaknesses.

**Takeaways**

- Compliance personnel must socialize the rule across the institution, but successful implementation requires buy-in from senior management and training front-line workers
- The newness of the rule calls for regularly communicating with examiners to ensure supervisory expectations and imperatives are addressed
- Training must be tailored for the unique needs of various business lines and the discrete risks of various products and services

**Free and Clear? Tips on Managing Exclusions and Exemptions**

The CDD Final Rule includes a number of exclusions and exemptions. Exclusions are for certain types of entities, such as regulated financial institutions and publicly traded companies. Trusts are also excluded (except for statutory trusts created by a filing with a secretary of state or similar office). Nonprofits that have filed organizational documents with appropriate state authorities are subject only to the control prong.

Certain types of accounts are exempted. An example is an account financing insurance premiums, where payments are remitted directly to an insurer or broker.

For attendees, a key issue, in some cases, is verifying eligibility.

In many cases, eligibility documentation will be provided by the client. Some institutions are developing drop-down options in new account applications that ask why the applicant is eligible. Opinions were mixed on requiring clients to certify eligibility on a form. Some felt exclusion forms should be required for new accounts. Some will make a risk-based decision.

Others said gray areas remain. For instance, equipment financing is exempted if it involves direct payment from the bank to the vendor or lessor. But “equipment” is not specifically defined; whether it applies to things such as automobiles used for business is unclear.

**Takeaways**

- Institutions should train staff on available exemptions and exclusions and incorporate eligibility determination into account opening processes
- Institutions must be aware of potential gray areas involving exemptions, such as transactions involving certain types of equipment financing and leasing
- Although clients may be the primary source of exclusion certification, additional steps may be advisable depending on the client’s risk profile
A Clear Message: Managing Client Communication and the Customer Experience

Many attendees said a challenge posed by the CDD Final Rule is communicating it to clients and explaining how it may affect them.

Attendees want to make the customer experience pleasant and understandable. Several plan to emphasize the rule is a regulatory requirement, not a unilateral decision by the institution. Nevertheless, some feared clients might object or shop for an institution with less stringent policies.

There was a general consensus that communication will require repeat messaging, on different communication platforms. Some plan a separate mailer outlining the rule and its requirements. The letter may be included in account statements.

Others said letters might prove inadequate, and should be supplemented with branch signage and a social media or online outreach effort. A Frequently Asked Questions (FAQ) posted on bank websites would also be helpful.

There was a hope expressed by some for FinCEN to create a brochure as well, similar to one it produced regarding CTR requirements.

In addition, banks must provide talking points and FAQs to relationship managers and other personnel to ensure accurate responses to client queries.

Takeaways

• Communication with clients is essential and should be conducted on an ongoing basis utilizing multiple messaging platforms
• Creating informational tools such as FAQs for use by relationship managers and front-line personnel will support consistent messaging to clients
• The communication should emphasize the new rule is a regulatory requirement not an elective institutional policy

All Systems Go: Shared Ideas on Launching (and Completing) Implementation

With the CDD Final Rule deadline of May 11, 2018, attendees debated implementation strategies that minimize disruption to operations and clients.

The majority of attendees intend to roll out their new regime in the first quarter of 2018, although a handful plan to initiate it in the fourth quarter of 2017.

Most are doing so incrementally. Many plan to design new workflow processes to attain standardized compliance practices across the institution. Initially, they will operationalize new workflows with pilot projects or beta testing in conjunction with vendors. These small-scale tests will then be subjected to quality control reviews to spot systemic deficiencies. One specific area of interest will be identifying where increased automation might enhance operational efficiencies.

One group said the implementation process should focus on five types of risk: compliance risk; operational risks such as proper resource allocation; technology risks including data flow and record retention; strategic risks such as unpleasant customer experience; and reputational/legal risks.

Documentation of the testing process should be thorough, and senior management and the project management team must be briefed on the progress. Decisions to alter the original model, and why, should also be documented.

The estimated amount of time for this initial phase varied, though several believed it would take at least four months.

Following that, most plan a gradual rollout, such as by LOB. This will mitigate strains on available training resources.

For long-term quality control, planned approaches varied. Smaller institutions tended to favor random sampling of new account openings; larger ones anticipated moving toward 100% quality control review for high-risk clients.
Review and Conclusions

The day concluded with presentation of findings by facilitators and a review and analysis by Rick Small, ACAMS advisory board chairman and executive vice president and director, Financial Crimes Program at BB&T.

Mr. Small outlined the rule’s four core elements of CDD. They are (1) customer identification and verification; (2) beneficial ownership identification and verification; (3) understanding the nature and purpose of customer relationships to develop a customer risk profile; and (4) ongoing monitoring for reporting suspicious transactions and, on a risk basis, maintaining and updating customer information.

The first is already an AML program requirement. The third and fourth are implicitly required to comply with suspicious activity reporting requirements. The second is required under the new rule.

AML program requirements are being amended to explicitly include risk-based procedures for ongoing CDD, including understanding the nature and purpose of customer relationships for purposes of developing a risk profile. A risk profile refers to information gathered at account opening, to be used as a baseline against which customer activity is assessed for suspicious activity reporting. The profile may, but need not, include a system of risk ratings or customer categories.

The AML program amendments also include conducting ongoing monitoring to identify and report suspicious transactions and, on a risk basis, update client information, including beneficial ownership.

When, in the course of normal monitoring, a financial institution detects information relevant to assessing client risk, including possible changes in beneficial ownership, it must update customer information including beneficial ownership. There is not a categorical requirement to update client information on a continuous or periodic basis. Updating is to be event-driven.

For identifying and verifying customers, current processes need not change. Current CIP requirements meet CDD standards.

However, understanding the nature and purpose of customer relationships may require evaluating current risk rating and enhanced due diligence (EDD) systems to ensure they meet minimum standards. A key issue is regulatory expectations for what information should be collected at account opening.

Existing ongoing monitoring processes and procedures should suffice in terms of maintaining and updating customer information, and identifying and reporting suspicious transactions. But institutions must adhere to regulatory expectations for “refreshing” beneficial ownership information.

Takeaways

- Institutions should reserve several months for implementing the rule, beginning with controlled testing and pilot projects
- Early tests should be reviewed to identify areas needing enhancement, while documenting all subsequent model alterations and the reasons for them
- System rollout will be incremental in most cases, to address unique issues facing different LOBs and ensure rational allocation of training and IT resources

Takeaways

- AML program requirements are being amended to explicitly include risk-based procedures for conducting ongoing CDD, to include understanding the nature and purpose of the customer relationship for purposes of developing a risk profile
- A risk profile refers to information gathered at account opening and should be used as a baseline against which customer activity is assessed for suspicious activity reporting
- There is no categorical requirement to update customer information, including beneficial ownership, on a continuous or periodic basis, but rather the updating requirement is event-driven and occurs as a result of normal monitoring
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Additional Resources

The following link is to FinCEN’s Notice of Proposed Rulemaking on Customer Due Diligence Requirements for Financial Institutions, posted Aug. 4, 2014


The following link is to FinCEN’s Preliminary Regulatory Impact Assessment for the CDD Final Rule, posted December 2015

https://www.fincen.gov/sites/default/files/shared/CDD_RIA.pdf

The following link is to FinCEN’s issuance of the final rule, posted May 11, 2016


The following link is to an FAQ on the rule posted by FinCEN on July 19, 2016


The following link is to a free ACAMS webinar, The CDD Final Rule: Responding Effectively to Implementation Hurdles, conducted on May 12, 2017


“ACAMS KYC CDD - Intermediate” certificate course builds research skills for complex cases, shell companies, and ultimate beneficial owners.

http://www.acams.org/kyc-cdd-intermediate-training/